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Project has fully achieved its objectives and milestones for the period.

The M-Sec (Multi-layered Security technologies to ensure hyper connected smart cities with Blockchain, Big Data, Cloud and loT) project aims to offer a
robust and trusted smart city platform based on loT, Cloud, Big Data and Blockchain technologies, such that loT stakeholders can develop, deploy and
operate novel multipurpose loT applications for smart cities on top of smart objects. An M-Sec IoT marketplace of applications, data and services is also
targeted allowing objects and humans to exchange value in form of virtual currencies, empowering an M- Sec ecosystem of stakeholders, roles, tools and
infrastructures, along with an M-Sec revenue model and replication plan which is promising for M-Sec further return on investment and benefits.
Over this last reporting period, the M-Sec project consortium made very good progress towards the objectives, milestones and deliverables of the project, as
set out in the DoA, with a few minor deviations. Outstanding works were carried out to meet the reviewers’ recommendations resulting in an extremely
professional and sound project outcome, even exceeding objectives, as reported in the KPlIs.
Main technical achievements over the period:

e Final consolidated version of an extensive elicitation of requirements for the project to be covered

o Risks and Threats categorization and enhancement considering unknown threats.

e Final overall architecture of M-Sec as a project (including a new component “stealth security”) and identification of M-Sec Core components based on

requirements & risks and threats coverage.

e Final Prototypes of secure M-Sec core system components.

¢ Common GDPR&APPI interfaces development.

e M-Sec components documentation enhancement and Code repositories available in Github & Gitlab.

e Second Pilot's Phase implementations conducted and final overall validation of the M-Sec infrastructure.
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(1) Project has fully achieved its objectives and milestones for the period.

(2) Project has achieved most of its objectives and milestones for the period with relatively minor deviations.
(3) Project has achieved some of its objectives and milestones; however, corrective action will be required.
(4) Project has failed to achieve critical objectives and/or milestones and/or is severely delayed.




